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(b) Establish education and training 
programs for all DISA employees who 
contribute to the DISA FOIA Program. 

(c) Respond to all requests for 
records from private persons IAW 32 
CFR part 286 whether the requests are 
received directly by DISA Head-
quarters or by DISA field activities. 
Coordinate proposed releases with the 
General Counsel in any case in which 
the release is, or may be, controversial. 
Coordinate all proposed denials with 
the General Counsel. 

(d) Be the DISA principal point of 
contact for coordination with the Di-
rectorate for Freedom of Information 
and Security Review (DFOISR) Wash-
ington Headquarters Services, ref-
erence FOIA issues. 

(e) Ensure the cooperation of DISA 
with DFOISR in fulfilling the respon-
sibilities of monitoring the FOIA Pro-
gram. 

(f) Coordinate cases of significance 
with DFOISR, after coordination with 
the General Counsel and with the ap-
proval of the Chief of Staff, when the 
issues raised are unusual, precedent 
setting, or otherwise require special at-
tention or guidance. 

(g) Advise DFOISR prior to the de-
nial of a request or prior to an appeal 
when two or more DoD components are 
affected by the request for a particular 
record or when circumstances suggest 
a potential public controversy. 

(h) Ensure completion of the annual 
reporting requirement contained in 32 
CFR part 286. 

§ 287.5 Responsibilities 
(a) Deputy Directors, Headquarters, 

DISA; Commanders and Chiefs of DISA 
Field Activities; and the Deputy Manager, 
NCS. These individuals will furnish the 
FOIA Officer, when requested, with 
DISA documentary material, which 
qualifies as a record IAW 32 CFR part 
286, for the purpose of responding to 
FOIA requests. 

(b) Chief of Staff. The Chief of Staff 
will, on behalf of the Director, DISA, 
respond to the corrective or discipli-
nary action recommended by the Merit 
Systems Protection Board for arbi-
trary or capricious withholding of 
records requested, pursuant to the 
Freedom of Information Act, by mili-
tary members or civilian employees of 

DISA. (This will be coordinated with 
the General Counsel.) 

(c) General Counsel. The General 
Counsel or, in his or her absence, the 
Deputy General Counsel, is vested with 
the authority to deny, in whole or in 
part, a FOIA request received by DISA. 
The General Counsel will: 

(1) Make the decision to deny a 
record in whole or in part; to deny a fee 
category claim; to deny a request for 
waiver or reduction in fees; to deny a 
request to review an initial fee esti-
mate; to deny a request for expedited 
processing; or to confirm that no 
records were located during the initial 
search IAW 5 U.S.C. 552, as supple-
mented by the guidance provided in 32 
CFR part 286 

(2) Inform the person denied the basis 
for the denial of the request and of his 
or her right to appeal the decision to 
the Director, DISA, via written cor-
respondence. 

(3) Review any appeal the public may 
consider adverse in nature and ensure 
that the basis for the determination by 
the Director, DISA, be in writing, state 
the reasons for the denial, and inform 
the requester of his or her right to a ju-
dicial review in the appropriate U.S. 
District Court. 

(4) Arrange for the publication of this 
part in the FEDERAL REGISTER. 

(d) Chief, Legal Counsel, Defense In-
formation Technology Contracting Or-
ganization (DITCO). The Chief Legal 
Counsel, DITCO, or, in his or her ab-
sence, the Deputy Legal Counsel, 
DITCO, is vested with same authority 
and responsibilities, for DITCO, as 
stated in paragraph (c) of this section. 

(e) Administrator, Defense Technical 
Information Center (DTIC). The Ad-
ministrator, DTIC, is vested with the 
same authority and responsibilities, for 
DTIC, as stated in paragraph (c) of this 
section. 

§ 287.6 Duties of the DITCO and the 
DTIC FOIA officers. 

(a) DITCO FOIA Officer. The DITCO 
FOIA Officer, located at 2300 East 
Drive, Scott AFB, IL 62225, is vested 
with the authority, within DITCO, to 
release documentation for all requests 
of records received by DITCO and its 
field activities, as stated in § 287.4 (a), 
(b), and (c) and assist the DISA FOIA 
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1 Copies may be obtained via Internet at 
http://web7.whs.osd.mil/corres.htm. 

1 Copies may be obtained, at cost, from the 
National Technical Information Service, 5285 
Port Royal Road, Springfield, VA 22161. 

2 See footnote 1 to § 290.1. 

officer in carrying out the duties stat-
ed in § 287.4 (d) and (h). 

(b) DTIC FOIA Officer. The DTIC 
FOIA Officer, located at 8725 John J. 
Kingman Road, Suite 0944, Ft. Belvoir, 
VA 22060, is vested with the authority, 
within DTIC, to release documentation 
for all requests of records within DTIC, 
as stated in § 287.4 (a), (b), and (c) and 
assist the DISA FOIA officer in car-
rying out the duties stated in § 287.4 (d) 
and (h). 

§ 287.7 Fees. 

Fees charged to the requester are 
contained in 32 CFR part 286. 

§ 287.8 Appeal rights. 

All appeals should be addressed to 
the Director, DISA, and be postmarked 
no later than 60 days after the date of 
the initial denial letter. 

§ 287.9 Reports. 

An annual report will be furnished to 
the FOIA Officer by the field activities 
by 15 October IAW 32 CFR part 286. 

§ 287.10 Questions. 

Questions on both the substance and 
procedures of the FOIA and the DISA 
implementation thereof should be ad-
dressed to the FOIA Officer by the 
most expeditious means possible, in-
cluding telephone calls, faxes, and elec-
tronic mail. FOIA requests should be 
addressed as follows: Defense Informa-
tion Systems Agency, 701 S. Court-
house Road, Arlington, VA 22204–2199, 
Attn: RGC. Calls should be made to 
(703) 607–6515. Faxed requests should be 
addressed to the FOIA Officer at (703) 
607–4344. Electronic mail requests 
should be addressed to 
bergerr@ncr.disa.mil. 

§ 287.11 ‘‘For Official Use Only’’ 
Records. 

The designation ‘‘For Official Use 
Only’’ will be applied to documents and 
other material only as authorized by 32 
CFR part 286 and DoD 5200.1–R.1 
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AUTHORITY: 5 U.S.C. 552. 

SOURCE: 56 FR 49685, Oct. 1, 1991, unless 
otherwise noted. 

§ 290.1 Purpose. 
This part assigns responsibilities and 

establishes policies and procedures for 
a uniform DCAA Freedom of Informa-
tion Act (FOIA) program pursuant to 
the provisions of the Freedom of Infor-
mation Act, 5 U.S.C. 552, as imple-
mented by DoD Directive 5400.7 1 and 
DoD 5400.7–R.2 

§ 290.2 Cancellation. 
DCAA Regulation 5410.8, DCAA Free-

dom of Information Act (FOIA) Pro-
gram, dated 17 May 1989; DCAAR 5200.1, 
Control and Protection of ‘‘For Official 
Use Only’’ Information, dated 12 No-
vember 1985; and DCAA HQ Instruction 
5200.9, Physical Security of ‘‘For Offi-
cial Use Only’’ Information within 
Headquarters, DCAA, dated 20 Novem-
ber 1974, are superseded. 

§ 290.3 Applicability and scope. 
This rule applies to all DCAA organi-

zational elements, and is to govern 
written responses by DCAA officials for 
requests from members of the public 
for permission to examine, or to be pro-
vided with copies of DCAA records. 
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